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Dear Valued DMDC Customer, 

The Department of Defense (DoD) has mandated all applications to migrate to an approved DoD 
Enterprise Identity, Credential and Access Management (E-ICAM) solution for Identity, authentication, 
and provisioning approvals.  

This document will provide awareness of what to expect after the transition to using Identity Provider 
(IdP) authentication. The following is an example scenario to provide an insight as to what you will see 
when logging into MRIS after IdP migration is complete.  

 

IDP AUTHENTICATION 

1. Click the URL - Military Recruiter Information Suite (MRIS). The MRIS Splash page will appear.  
 

https://mris.dmdc.osd.mil/mris/public/
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MRIS Splash Page 
 
 
 

      2.Click the Continue button. The DMDC Consent and Acknowledgement Screen will appear. 
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Consent and Acknowledgement Screen 
 
 
 
 
     3.Select OK to agree to proceed.  The Registered User Logon Screen will appear. 

 

 
Registered User Logon Screen 

 
 

 
 
 
 
 
 

4.Select Smartcard (CAC, PIV) in the Select Logon Method, then click Continue.  The certificate  
   selection window will appear. 
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Select a Certificate Screen 
 
 
 

 
       5.Select your authentication certificate and then click OK. You will be redirected to the DISA IDP     
          Authentication screen with a photo of a Dog wearing Goggles. This screen is known as  
         ‘The Doggle Screen.’ 
    
          Note: If you have previously authenticated (i.e. logged into E-ICAM from a previous DoD   
          application), the IDP authentication Doggle Screen will not appear, and you will be directly logged       
          in by leveraging the E-ICAM Single Sign on (SSO) feature. 

 

 
 

DISA IDP Authentication ‘Doggle’ Logon Screen 
 

6.Select the linked text ‘Sign In with CAC/PIV’ to proceed. Select the linked text to read the   
   Information Systems User Agreement if needed; proceeding to login is consent to the 
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   Agreement. Currently, CAC is required to login and authenticate. 
 

7.The certificate selection window will appear again (step 4). Select your authentication certificate   
   and then click OK. 

 

       8.You should now be logged into MRIS. 

 

 

Note: Seeing ‘The Doggle Screen’ is expected during the application IdP authentication process.  

 

Thank You for your continued dedication and collaboration! 

 

 

 

 

 


